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Statement of Compliance to  

 

Product Security and Telecommunications 
Infrastructure Act 2022 

 
 

EMS Products including the following ranges–  
 

FireCell 

Fusion 
Ziton 

SmartCell* See Annex A 
 

That are manufactured at the following facility and made available on the UK market 

 
Manufacturing location 

Carrier Manufacturing Poland Spółka Z o. o. 
ul. Kolejowa 24 

39-100 Ropczyce, POLAND 

 
 

These products are compliant with the requirements of ETSI EN 303 645 V2.1.1 (2020-06) and the 

Product Security and Telecommunication Infrastructure Act 2022.  All Cyber security threats and 

records are maintained at; 

 

https://www.corporate.carrier.com/product-security/reporting-response-
disclosures/ 

 

 

 

Signed by:         Date:  29 February 2024 

 

 

Name:        Daniel Griffin    Position: Director of Test & Compliance 
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Annex A 

 
The Product Security and Telecommunication Infrastructure Act 2022 relates specifically to 
“Consumer Connected” devices.  This is meant for products used domestically such as 
phones, Tablets and even domestic smoke alarms and security systems. 

 
EMS products do not technically fall within this requirement as all EMS equipment is 

professionally installed and maintained and so not connected by the Consumer. 
 
However all cyber security threats are taken seriously by EMS and Carrier and as such we 

endeavour to comply with these requirements regardless of their actual applicability. 
 

The requirements for logging of incidents and maintenance of records of the Product 
Security and Telecommunication Infrastructure Act 2022 are fully covered by the Carrier 

web portal for clients 
 

https://www.corporate.carrier.com/product-security/reporting-response-
disclosures/ 

 
*SmartCell  

 

The requirement for unique PIN access and password changing upon installation only applies to one 

product of the EMS product range the SmartCell CIE (as all other products do not have 

PIN/Password access).  At present the SmartCell CIE has a unique PIN assigned at production and 

requests the end user to change upon receipt , further enhancement of this product are in progress 

where the PIN access will force the end user to change upon installation and first use. 

 

 

Products covered by this declaration; 

 

SMARTCELL 

SmartCell Wireless Control Panel (230V a.c version)   SC-11-1201 

SmartCell Wireless Control Panel (24V d.c. version)   SC-11-2201 

Intelligent Wireless Zone Monitor (230v a.c. Version)   SC-13-1100 

Intelligent Wireless Zone Monitor (24V d.c. Version)   SC-13-2100 

 

FIRECELL 

FireCell Radio HUB         FCX-500-004 

Radio Cluter Communicator (Mains) with SMA Ariels    FC-555-331 

Radio Cluter Communicator (24V) with Spring Ariels   FC-555-024 

FireCell Fusion Radio Loop Module      FCX-532-001 

FireCell Radio Network Communicator     FCX-438-001 

Radio Network Wireless Communicator for TAKTIS   FC-555-331-V3 

FireCell wireless zone monitor kit       EK-10-0002 

 

ZITON 

Ziton Loop Interface with Diversity      ZPR868 

Ziton radio cluster communicator      ZPR868-CM 

Ziton 24V RCC (with diversity)       ZPR868-C 

Ziton radio HUB four loop       ZPR868-H 

Ziton conventional wireless communicator     ZCR868 
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